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1. Introduction

IIFL Samasta Finance Ltd, hereinafter referred to as Company or ISFL, recognizes its role as a corporate
entity and is committed to adopt industry best practices. The company ensures to provide access to quality
services to all its customers by instituting the latest industry norms as policies and procedures, and imparts
training to all its employees for compliance. In this regard, the Anti-Money Laundering & Know Your
Customer (AML-KYC) policy of the company is being revised in lines with the RBI Master Direction- Know
your Customer(KYC) Direction DBR.AML.BC.N0.81/14.01.001/2015-16 updated on January 2024
incorporating all the latest updates as issued by the Reserve Bank of India.

2. Objective

The objective of this policy is to ensure that the identity of every customer of IIFL Samasta Finance Ltd. is
fully established and the customer at any point in the lending cycle with the company does not pose any
kind of financial risk. Additionally, the policy aims to prevent the company from being used, intentionally or
unintentionally, by criminal elements for money laundering activities. The Board of Directors,,Management
and all employees shall adhere to these standards to protect the company and its reputation from being
misused for money laundering and/or terrorist financing or other illegal purposes.

The company has framed its KYC & AML policy incorporating the following key elements:

Customer Acceptance

Customer Identification Procedures

Customer Due Diligence

Record Maintenance & Updating

Monitoring of Transactions

Risk management

3. Scope

This policy is applicable to all the employees and all the customers of lIFL Samasta Finance Limited.
4. Definitions

"Aadhaar Act, 2016” shall refer to the Aadhaar (Targeted Delivery of Financial & Other Subsidies, Benefits &
Services) Act, 2016, as may be amended from time to time. (ii) “Act” or “Rules” means the Prevention of
Money Laundering Act, 2002 and Prevention of Money Laundering (Maintenance of Records) Rules, 2005,
and the same shall also be referred to as “PML Act and PML Rules”, respectively.

“Authentication”, in the context of Aadhaar authentication, means the process as defined under sub-
section (c) of section 2 of the Aadhaar (Targeted Delivery of Financial and Other Subsidies, Benefits and
Services) Act, 2016.

"Aadhaar number", as defined in the Aadhaar and Other Law (Amendment) Ordinance, 2019, means an
identification number issued to an individual under sub-section (3) of section 3 of the Aadhaar (Targeted
Delivery of Financial and Other Subsidies, Benefits and Services) Act, 2016 (18 of 2016), and includes any
alternative virtual identity generated under sub-section (4) of that section.”

“Certified Copy of OVD” - Obtaining a certified copy by regulated entity shall mean comparing the copy of
officially valid document so produced by the customer with the original and recording the same on the copy
by the authorised officer of the regulated entity.

“Offline Verification”, as defined in the Aadhaar and Other Law (Amendment) Ordinance, 2019, means the
process of verifying the identity of the Aadhaar number holder without authentication, through such offline
modes as may be specified by the Aadhaar regulations.



“Know Your Customer (KYC)” is defined as the process by which Financial Institutions (FI) obtain
information about the identity and address of the customers. This process helps to ensure that FI's services
are not misused, intentionally or unintentionally by criminal elements for money laundering.

“eKYC” is the process by which financial institutions verify a customer’s identity through a digital mode, and
there is no need for physical documentation. eKYC is backed by biometric verification.

“Equivalent e-document” means an electronic equivalent of a document, issued by the issuing authority of
such document with its valid digital signature including documents issued to the digital locker account of the
customer.

“Money Laundering” is defined as direct or indirect attempts to indulge or knowingly assist or knowingly be
a party or be actually involved in any process or activity connected with the proceeds of crime and
projecting it as untainted property.

“Proceeds of crime” means any property derived or obtained, directly or indirectly, by any person as a result
of criminal activity relating to scheduled offence or the value of any such property.

“Customer” is defined for the purpose of KYC Norms, as a person who is engaged in a financial transaction
or activity with ISFL and includes a person on whose behalf the person who is engaged in the transaction or
activity, is acting.

“Transaction” is defined as a purchase, sale, loan, pledge, gift, transfer, delivery or the arrangement thereof
and. includes- opening of an account, deposits, withdrawal, exchange or transfer of funds in whatever
currency, whether in cash or by cheque, payment order or other instruments or by electronic or other non-
physical means, any payment made or received in whole or in part of any contractual or other legal
obligation and establishing or creating a legal person or legal arrangement.

“Suspicious Transaction” means a “transaction” as defined below, including an attempted transaction,
whether or not made in cash, which, to a person acting in good faith a. gives rise to a reasonable ground of
suspicion that it may involve proceeds of an offence specified in the Schedule to the Act, regardless of the
value involved; or b. appears to be made in circumstances of unusual or unjustified complexity; or c.
appears to not have economic rationale or bona-fide purpose; or d. gives rise to a reasonable ground of
suspicion that it may involve financing of the activities relating to terrorism.

“RBI Directions” means provisions which are applicable to the Company under RBI Master Directions —
Know Your Customer Directions, 2016, or such other Circulars, Notifications or guidelines issued by RBI from
time to time about AML / KYC requirements.

“Officially Valid Documents” or “OVDs” means the passport, the driving licence, proof of possession of
Aadhaar number, the Voter’s Identity Card issued by the Election Commission of India, job card issued by
NREGA duly signed by an officer of the State Government and letter issued by the National Population
Register containing details of name and address including such other amendments as may be made to RBI
Directions, from time to time.

Appointment of Designated Director & Principal Officer

Designated Director

To ensure compliance with the obligations under the Act and Rules, the Company has nominated a Director
on their Board as the “Designated Director”. The name, designation and address of the Designated Director
is communicated to the FIU-IND.

Principal Officer

The company has also appointed a senior management officer designated as Principal Officer. Principal
Officer shall be located at the head office of the company and shall be responsible for ensuring compliance,
monitoring transactions, and sharing and reporting information as required under the law/regulations.

The name, designation and address of the Principal Officer is communicated to the FIU-IND.

5. Know Your Customer (KYC)



The company has majority of its customers from the lower economic strata and hence majority of the client
base is low-risk profile. However, to ensure compliance with RBI Directions of KYC-AML, all the provisions
related to Customer Identification, Customer Due Diligence, Risk Management and Monitoring of
Transactions shall be strictly adhered to. As mandated by the RBI Directions, the company shall follow the
processes regarding customer identification and acceptance in accordance with applicable provisions of
Aadhaar Act, 2016 and Regulations made there under.

5.1 Customer Acceptance

[IFL Samasta Finance Ltd. shall ensure the following as a part of the Customer Acceptance Norms:
@® Customer shall only be accepted after verifying their identity as laid under Customer identification
procedure. Customer to undergo Underwriting guidelines, eligibility criteria and due diligence.
® KYC information is sought while opening an account and during periodic updation of KYC is specified in
all product policies. L3
® KYC documentation is mandatory for all borrowers, co-borrower, Guarantor & POA Holder while
sanctioning a loan

® Apply the CDD procedure and Unique Customer Identification Code (UCIC) Level

® Loans by ISFL shall be provided only to Indian Citizens

® Customers are classified into different risk categories based on risk perception. Parameters for same is
defined under Risk Management’

@® Additional information is obtained with explicit consent if not specified in the internal KYC Policy.

@® Permanent Account Number (PAN) obtained shall be verified from issuing authority.

® Digital signatures on equivalent e-documents are verified as per IT Act, 2000.

® GST details, if available, are verified from the issuing authority.

® The company shall open no account in the following circumstances:

> Anonymous or fictious/benami name or
» Where the company is unable to apply appropriate Customer Due Diligence measures due to non
cooperation/non-reliability of documents/information

Note- The Customer Acceptance Norms shall not result in denial of ISFL’s services to members of the general
public, especially those, who are financially or socially disadvantaged.

5.2 Customer Identification Procedure (CIP)

Customer Identification means undertaking Customer Due Diligence (CDD) measures while commencing

relationship including identifying and verifying by using reliable, independent source documents, data or

information. lIFL Samasta Finance Ltd shall undertake identification of customers in the following cases:

® Commencement of an account-based relationship with the customer

® When there is a doubt about the authenticity or adequacy of the customer identification data

® When the company has reason to believe that a customer (account- based or walk-in) is intentionally
structuring a transaction into a series of transactions below the threshold of rupees fifty thousand

® |nformation collected from the customer for the purpose of opening of account shall be kept as
confidential and not shall divulge any details thereof for cross selling or any other purposes without the
express permission of the customer.

® Any other information from the customer shall be sought separately with his /her consent and after
opening the account.



5.3 Customer Due Diligence

While undertaking Customer Due Diligence, it is mandatory for IIFL Samasta Finance Ltd to verify the
identity of the customer and information collected from an individual while establishing an account based
relationship with an 'individual' or dealing with the individual who is a beneficial owner, authorized
signatory or the power of attorney holder related to any legal entity.

Verification of customer identity should be conducted before any transactions take place.

I.  Verification through Officially Valid Documents - OVD

OVD refers to a document issued by a government or regulatory authority that is deemed acceptable for
verifying the identity of an individual. The documents eligible may include, but are not limited to, those
listed in Annexure | of the policy, which specifies acceptable proof of identity and address across various
products offered by the company. These documents are appropriately addressed in the credit policies of the
respective businesses.

Atleast two OVDs must be collected from all customers. If the primary OVDs do not contain the address,
then one primary OVD and one secondary OVD (which contains address proof) may be selected.

Additional Guidelines:

>  PAN Card is mandatory for all non-microfinance loans.Where Pan Card is not available, Form 60 should
be taken.

> In case if customer wants to provide a current address, different from the address as per OVD, then
Deemed OVD can be submitted for limited purpose(mentioned in annexure)

>  Self attestation of the documents is mandatory on copy of OVD of the customer.

CDD by Third-Party

For the purpose of verifying the identity of customers at the time of commencement of an account-based
relationship, IIFL Samasta, at it discretion, rely on customer due diligence done by a third party, subject to
the following conditions: .

(a) Records or the information of the customer due diligence carried out by the third party is obtained
immediately from the third party or Central KYC Records Registry.

(b) Adequate steps are taken to ensure that copies of identification data and other relevant documentation
relating to the customer due diligence requirements shall be made available from the third party upon
request without delay.

(c)Third party must comply with customer due diligence and record-keeping regulations under the PML Act.
(d) The third party shall not be based in a country or jurisdiction assessed as high risk.

(e) The ultimate responsibility for customer due diligence and undertaking enhanced due diligence
measures, as applicable, will be with IIFL Samasta.

On Going Due Diligence

> Ongoing monitoring is an essential element of effective AML-KYC practices. ISFL can effectively control
and reduce its risk only if it has an understanding of the normal and reasonable activity of the customer
so that it can identify transactions that fall outside the regular pattern. However, the extent of
monitoring will depend on the risk sensitivity of the account. Since ISFL will not have any deposit
accounts, this situation will hardly arise, but ISFL will in any case pay special attention to all complex,
unusually large transactions and all unusual patterns which have no apparent economic or visible lawful
purpose, or transactions that involve large amounts of cash inconsistent with the normal and expected
activity of the customer.



» IIFL Samasta shall must continuously assess customers' transactions to ensure consistency with their
knowledge of the customers, their business, and risk profile, as well as the fund sources

» Monitoring intensity corresponds to customer risk category, with high-risk accounts requiring more
scrutiny.

> Periodic review of risk categorization in at least every 6 months.

> All cash transactions where forged or counterfeit currency notes or bank notes have been used as
genuine and where any forgery of a valuable security or a document has taken place facilitating the
transaction

» All documents/office records/memorandums pertaining to transactions, as far as possible, will be
examined and any findings at branch as well as Principal Officer level shall be properly recorded. Such
records and related documents shall be made available to help auditors to scrutinize the transactions
and also to Reserve Bank/other relevant authorities

> Cases of suspicious activity, must be promptly reported to regulatory authorities like the Reserve Bank
of India and FIU-IND.

Suspicious activities are listed below but not limited to:

¢ For MFI customers, the Company will use the MFIN published Ring Leader data for potentlal AML angle .

¢ CTR and STR Alerts -transaction in any mode by any entity in excess of Rs 10 lakhs in any customer
account (borrower level) in a month will generate a alert and will be sent to CRO and CCO.

¢ Loans sanctioned to negative profiles listed in the product loan document, Vigilance to check the same
on periodic basis and report to Business Teams/ CRO/ CCO for further action

The ultimate responsibility for CDD and undertaking enhanced due diligence measures, as applicable, will be
with IIFL Samasta Finance Ltd.

6. Risk Management

[IFL Samasta Finance Ltd shall apply a Risk Based Approach (RBA) for mitigation and management of the
identified risk and should have Board approved policies, controls and procedures in this regard. Further, it
shall monitor the implementation of the controls and enhance them if necessary.

In accordance with the mandate by RBI vide its Master Circular DOR.AML.BC.No.66/14.01.001/2019-20
dated 20/04/2020 on Internal ML/TF risk assessment by Regulated Entities (RE) which states - “Amendment
to Master Direction (MD) on KYC has advised all Regulated Entities to carry out ‘Money Laundering (ML) and
Terrorist Financing (TF) Risk Assessment’ exercise periodically to identify, assess and take effective measures
to mitigate its money laundering and terrorist financing risk for clients, countries or geographic areas,
products, services, transactions or delivery channels, etc. In this context, ISFL has developed a complete
process by which any borrower would be categorized under a risk category at the time of availing a loan.
The risk categorization aspect is as follows:

1. Low Risk: Individuals (other than High Net Worth) and entities whose identity and sources of wealth
can be easily identified and transactions in whose accounts by and large conform to the known profile
may be categorized as low risk. Illustrative examples of low risk customers could be salaried employees
whose salary structures are well defined, people belonging to lower economic strata of the society
whose accounts show small balances and low turnover, Government Departments & Government
owned companies, regulators and statutory bodies, etc. The low-risk customers of ISFL would comprise
of(but is not limited to) follows:

» Women and Indian nationals.

> Customer’s identity and residence address are established respectively from their Aadhaar card
and Ration Card or Voter ID card and also from personal visits by officials of ISFL.

»  All salaried profiles

» Small proprietors, partners with clearly identifiable, related & relatively stable source of income
since last 2-3 years as the case may be.



> Standard of living that is consistent with income sources established through both documents and
visits to business place.

>  Customers whose source of income can be easily identified and transaction in whose accounts by
and large conform to the known profile (unless specifically identified as high or medium risk).

>  Customers belonging to the lower socio - economic strata whose annual household income in rural
areas and in semi-urban / urban areas do not exceed Rs. 3 lakhs.

> All of them live in rural / semi-urban / urban India pursuing agriculture / allied activities / small
enterprise financed by own source of funds supplemented by small borrowings from ISFL

Medium Risk: Customers that are likely to pose a higher than average risk to the company may be

categorized as medium or high risk depending on customer's background, nature and location of

activity, country of origin, sources of funds and his client profile, etc. The medium-risk customers of

ISFL would comprise of(but is not limited to) follows:

>  Customers belonging to the restricted profiles as defined in the policy manual from time to time.

»  Custorners with inconsistent incomes year on year.

> Their level of annual income / turnover is between Rs. 3 lakhs and Rs.15 lakhs. They borrow from
ISFL within the mentioned threshold limit either as part of the JLGs or as individual members of the
group.

> Examples of customers in Medium Risk Category include providers of telecommunications service,
internet café, IDD call service, phone cards, phone centre, travel agency etc.

High Risk: Examples of customers requiring higher due diligence may include:

Stability of place of residence/office not established

Country of origin not established

Firms with “sleeping partners”

Politically Exposed Persons and related individuals/entities

Non-Resident customers (Main applicant)

High Net Worth customers (Customers that have relationship values across various banks/Fls in

excess of Rs.20 cr)

VVVYVYYVYVY

7. Periodic Updation of KYC

Periodic update of documents shall be carried out for all customers of [IFL Samasta.

Updation frequency:
High-risk customers: Every two years.
Medium-risk customers: Every eight years.
Low-risk customers: Every ten years.
Procedures for Individuals:
a) No Change in KYC Information: Obtain self-declaration from the customer through various
channels like email, mobile, ATMs, etc.
b) Change in Address: Obtain self-declaration of the new address and verify within two months
through methods like address verification letter or contact point verification.
Obtain a copy of OVD (Officially Valid Document) or equivalent e-documents
c) Accounts of Former Minors: Obtain fresh photographs and ensure availability of current CDD
documents when former minors become major.
d) Company will ensure the mobile number for Aadhaar authentication matches the one in the
customer's profile to prevent fraud.

Procedure for Customers other than Individuals:
a) No Change in KYC Information: Obtain a self-declaration from the Legal Entity (LE) customer
through various channels such as email, ATMs, digital channels, or official letters/board resolutions.



b) Change in KYC Information: If there's a change in KYC information, Company shall undertake the

KYC process equivalent to onboarding a new LE customer.
IV. Additional Measures:

a) If the validity of KYC documents has expired, undertake the KYC process equivalent to onboarding
a new customer

b) Verify customer's PAN details from the issuing authority's database during periodic KYC updation.

¢) Provide acknowledgment to customers upon receipt of relevant documents for periodic updation.

d) Promptly update information/documents obtained from customers in the Company’s
records/database and provide intimation to customers regarding the date of updation of KYC
details.

e) Fresh proofs of identity and address shall not be sought at the time of periodic update, from
customers who are categorised as ‘low risk’, when there is no change in status with respect to
their identities and addresses and a self-certification to that effect is obtained.

f) A certified copy of the proof of changed address has to collected from ‘low risk’ customers in case
of change of address shall be acceptable.

g) Physical presence of low risk customer at the time of periodic update shall not be insisted upon.

h) The time limits prescribed above would apply from the date of opening of the account/ last
verification of KYC.

8. Politically Exposed Persons (PEPs)

"Politically Exposed Persons" (PEPs) are individuals who are or have been entrusted with prominent public
functions e.g., Heads of States/ Governments, Senior politicians, senior government/ judicial/ military
officers, senior executives of state-owned corporations, important political party officials, etc.

High Risk occupation & exclusion List is maintained by ISFL for each business defined under respective
product notes and is updated on time to time basis by Risk Department.

Loan funding to PEPs may be exceptionally done in following scenarios only:

> Sufficient information including information about the sources of funds accounts of family members
and close relatives is provided by the PEP

» The identity of the person shall have been verified before accepting PEP as customer

> The decision to fund loan to PEP is taken by the Head of Risk Department and/or MD in accordance
with the Customer Acceptance Policy

>  All such loans are subjected to enhanced monitoring on an on-going basis.

The CDD measures as applicable to PEPs including enhanced monitoring on an on-going basis are applicable.
In the event of an existing customer or the beneficial owner of an existing account subsequently becoming a
PEP, ISFL shall record the list of such customers, and ensure that subsequent funding is done to such
customers based on the above mentioned criteria.

9. Records Management

The following steps shall be taken regarding maintenance, preservation and reporting of customer account

information, with reference to provisions of Prevention of Money Laundering (Maintenance of Records)

Rules, 2005. IIFL Samasta Finance Ltd shall:

»  Maintain all necessary records of transactions between the company and the customer, both domestic
and international, for at |least five years from the date of transaction.

> Preserve the records pertaining to the identification of the customers and their addresses obtained
while opening the account and during the course of business relationship, for at least ten years after
the business relationship is ended



>

Introduce a system of maintaining proper record of transactions prescribed under Prevention of Money
Laundering (Maintenance of Records) Rules, 2005

Maintain necessary information for individual transactions to allow reconstruction, including nature,
amount, currency, date, and parties involved.

Evolve a system for easy and quick retrieval of account information when required by competent
authorities.

Maintain records of customer identity, address, and transactions in hard or soft format.

Recording Specific Transactions:

>
>

Transactions involving forged or counterfeit currency notes/banknotes must be recorded.
Suspicious transactions, regardless of cash involvement, as per rules framed under the Prevention of
Money Laundering Act, 2002, should be recorded.

Special Attention to Complex Transactions:

>

>

>

ISFL shall pay special attention to complex, unusually large transactions, and transactions with no
apparent economic purpose.

Records, including documents and memos, related to such transactions should be examined thoroughly,
with findings recorded at branch and Principal Officer levels.

These records will be available for auditors' scrutiny and for submission to regulatory authorities, and
shall be preserved for five years as per PMLA, 2002 requirements.

Non-Profit Organization Customers:

>
>

10.

11.

Ensure registration of non-profit organization customer details on the DARPAN Portal of NITI Aayog.
Maintain registration records for five years after the business relationship ends or the account is closed,
whichever is later.

Reporting to Financial Intelligence Unit

ISFL shall provide information as per rule 3 of the PML (Maintenance of Records) Rules, 2005, to the
Director, FIU-IND, in accordance with rule 7.

ISFL will ensure that the provisions of PMLA Rules framed and the Foreign Contribution and Regulation
Act, 1976, wherever applicable, are adhered to strictly.

In terms of the PMLA rules, ISFL will report information relating to cash and suspicious transactions to
the Director, Financial Intelligence Unit-India (FIU-IND) in comprehensive reporting guides and format
prescribed by FIU-IND.

ISFL’s directors, officers, and employees shall maintain confidentiality regarding record-keeping and
information furnishing to the Director, FIU-IND.

Other Instruction

Confidentiality of Customer Information

ISFL shall maintain secrecy regarding customer information arising from the contractual relationship
between the Company and the customer.

Information collected for loan purposes shall be treated as confidential. Customer details shall not be
disclosed for cross-selling or any other purpose without the customer's express permission.

ISFL shall ensure that requests for data/information from government and other agencies comply with
laws related to transaction secrecy.



>  Exception to above can be done in folllowing cases:
¢ Disclosure is compelled by law.
¢ There's a duty to the public to disclose.
¢ Disclosure is necessary in the interest of the RE.
¢ Disclosure is made with the express or implied consent of the customer.

Il. FATF recommendations:

The Financial Action Task Force (FATF) is an inter-governmental policy making body whose purpose is to
establish international standards, and to develop and promote policies, both at national and international
levels, to combat money laundering and the financing of terrorism.

FATF Statements circulated by Reserve Bank of India from time to time, and publicly available information,

for identifying countries, which do not or insufficiently apply the FATF Recommendations, shall be

considered by the company. Risks arising from the deficiencies in AML/CFT regime of the jurisdictions
included in the FATF Statement shall be taken into account.

> Special attention shall be given to business relationships and transactions with persons (including legal
persons and other financial institutions) from or in countries that do not or insufficiently apply the FATF
Recommendations and jurisdictions included in FATF Statements.

> The background and purpose of transactions, if any with persons (including legal persons and other
financial institutions) from jurisdictions included in FATF Statements and countries that do not or
insufficiently apply the FATF Recommendations shall be examined, and written findings together with
all documents shall be retained and shall be made available to Reserve Bank/other relevant authorities,
on request.

» The Company shall ensure that any of the existing or new customers are not in the prohibited list of
individuals and entities which are periodically prescribed by local regulator from time to time.
Compliance monitoring of such individuals / entities are done periodically be screening them against
the below lists provided under RBI Directions, as amended from time to time:
¢ Al-Qaeda Sanctions List: https://scsanctions.un.org/en/?keywords=al-qaida
¢ 1988 Sanctions List: https://scsanctions.un.org/549pwen-taliban.html

> Pursuant to the above screening, if any of the accounts of customers of individuals or entities are
categorised as ‘High-Risk’, then the Company shall follow the enhanced due diligence procedures
prescribed under RBI Directions.

lll. Introduction of New Technologies

The company shall pay special attention to any money laundering threats that may arise from new or
developing technologies that might favour anonymity, and take measures, if needed, to prevent its use in
money laundering schemes.

In accordance with these requirements, ISFL Shall:

(a) Conduct ML/TF risk assessments before launching or implementing such products, practices, services, or
technologies.

(b) Adopt a risk-based approach to manage and mitigate these risks by implementing appropriate Enhanced
Due Diligence (EDD) measures, transaction monitoring systems, and other necessary controls.

IV. Selling Third-Party Products:

When acting as agents for selling third-party products, ISFl shall adhere to the following guidelines:

(a) Verify the identity and address of walk-in customers for transactions exceeding rupees fifty thousand, as
required under Section 13(e) of the regulations.

(b) Maintain transaction details of third-party product sales and related records as prescribed under Record
Management in policy.



(c) Utilize software capability of capturing, generating, and analyzing alerts for CTR/STR filing purposes
regarding transactions involving third-party products, including those with walk-in customers.

(e) Apply the instructions at 'd" above to the sale of Company’s own products, payment of credit card dues,
sale and reloading of prepaid/travel cards, and any other product transactions amounting to rupees fifty
thousand and above.

V. Staff Training

The company shall have an ongoing employee training programme so that the members of the staff are
adequately trained in KYC procedures. Training requirements shall have different focuses for front line staff,
compliance staff and staff dealing with new customers. It is crucial that all those concerned fully understand
the rationale behind the KYC policy and implement the same consistently.

Customer Education _

Implementation of KYC procedures requires the company to demand certain information from customers,
which may be of personal nature or which have hitherto never been called for. This can sometimes lead to a
lot of questioning by the customer as to the motive and purpose of collecting such information. The
company shail prepare specific literature/ pamphlets etc. so as to educate the customer of the objectives of
the KYC programme. The front desk staff shall be specially trained to handle such situations while dealing
with customers.

Internal Audit

The company’s internal audit functions have an important role in evaluating and ensuring adherence to the
KYC policies and procedures. Internal Auditors shall specifically check and verify the application of KYC
procedures at the branches and comment on the lapses observed in this regard. The compliance in this
regard shall be put up before the Audit Committee of the Board on Quarterly basis..

Annexure |
Customer ldentification Procedure: KYC Documents collected from customers

Nature of customer Nature of customer

Individual When establishing an account-based relationship/ sanctioning loans or dealing

with individuals, Company shall obtain:

1. Proof of possession of Aadhaar for offline verification

2. Permanent Account Number (PAN) or Form 60

3. Other necessary documents as mentioned by Company on time to time
basis.

List of OVD:

i) Passport (Valid)

ii) Driving license

i} Proof of possession of Aadhaar number/ Aadhaar (Optional)

iv) Voter’s identity card issued by the Election Commission of India
v) Job card issued by NREGA duly signed by an officer of the State




Govt.
vi) Letter issued by the National Population Register containing
details of name and address.

Deemed OVD

Where above documents furnished by the customer does not have updated

current address, the followingdocuments may be collected for the limited

purpose of proof of address:

> Utility bill which is not more than two months old of any service provider
(electricity, telephone, post-paid mobile phone, piped gas, water bill).

>  Property or Municipal tax receipt

>  Pension or family pension payment orders (PPOs)

» Letter of accommodation from employer issued by State or Central Govt
departments, statutory or regulatory bodies, public sector undertakings,
scheduled commercial banks, financial institutions and listed companies
and leave and license agreements with such employers allotting official
accommodation.

Note: the customer shall submit OVD with current address within a period of

three months of submitting the documents specified at deemed OVD above

Sole Proprietorship

Any of the two of the following documents to be collected by the Company in
case of Sole Proprietor

(a) Registration certificate, including Udyam Registration Certificate (URC)
issued by the Government.

(b) Certificate/license issued by municipal authorities under the Shop and
Establishment Act.

(c) Sales and income tax returns.

(d) CST/VAT/GST certificate.

(e)Certificate/registration =~ document issued by Sales Tax/Service
Tax/Professional Tax authorities.

(f) Importer Exporter Code (IEC) issued to the proprietary concern by the office
of DGFT or License/certificate of practice issued in the name of the proprietary
concern by any professional body incorporated under a statute.

(g) Complete Income Tax Return (not just the acknowledgment) in the name of
the sole proprietor, where the firm's income is reflected, duly
authenticated/acknowledged by the Income Tax authorities.

(h) Utility bills such as electricity, water, landline telephone bills, etc.

In cases where Company is satisfied that it is not possible to provide two
documents, it may choose to accept only one document as proof at its own
discretion, provided it records a valid reason for doing so. The Company must
then conduct contact point verification and gather additional information to
confirm the existence of the firm. It must ensure that the business activity has
been verified at the address provided by the proprietary concern.

Partnership Firm

Registration certificate

Partnership deed

PAN Card of partnership firm

IT Return or any other proof of Business as mandated by the respective
product note (Please refer the respective Product Note for Non-Individual
QOVDs)

»  GST
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Note: All above documents to be self attested and OSV by the field staff.

Company Certified copies of

. Certificate of Incorporation

. Memorandum and Articles of Association

. Permanent Account Number (PAN) of the Company

. Board Resolution and Power of Attorney

. Documents Related to Beneficial Owners and Senior Management
. Names of Relevant Persons in Senior Management Positions

. Registered Office and Principal Place of Business
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Trust Certified copies of each of the following documents shall be obtained:
a) Registration certificate

b) Trust deed

¢) Permanent Account Number or Form No.60 of the trust

d) Documents, as specified for Individual, relating to beneficial owner,
managers, officers or employees, as the case may be, holding an
attorney to transact on its behalf

Annexure |l
Suspicious Transaction/Activities list but not limited to following

¢ For MFI customers, the Company will use the MFIN published Ring Leader data for potential AML angle .

¢ Rule 2 for Receipt of loan Pre-Closure Amount-Total loan Pre-closure amount plus 10% of the Pre-
closure amount.

¢ Rule 3 for CTR and STR Alerts -transaction in any mode by any entity in excess of Rs 10 lakhs in any
customer account (borrower level) in a month will generate a alert and will be sent to CRO and CCO.

¢ Loans sanctioned to negative profiles listed in the product loan document, Vigilance to check the same
on periodic basis and report to Business Teams/ CRO/ CCO for further action







